**Cybersecurity Engineers**

**Location:**

Blacksburg, VA/ remote

**Duration:**

Full-time

**Job Description:**

Are you looking to advance your cybersecurity career and augment your skills with bleeding-edge technology and cloud computing security experience? Triple Point Security has immediate openings for a variety of cybersecurity positions geared towards highly technical and self-motivated cybersecurity practitioners. These individuals will serve as technical consultants on client engagements and firm initiatives as well as operations staff on highly-visible, biomedical research and information security programs. These individuals will provide cybersecurity services and support the development of deliverables for long-term and short-term client engagements and may interface with the firm’s technology partners for staff development opportunities, solution capabilities and roadmaps, and alignment with Triple Point services.

**Responsibilities:**

The Triple Point Team provides cybersecurity advisory and technical services for its clients, and these individuals will serve as primary contributors for their respective subject areas. This includes developing client deliverables such as assessment reports and presentations, research results, proofs of concept architectures, and technical white papers. This also includes full life cycle of service delivery such as planning/coordination, kickoff, communication, execution, and conclusion activities. Service delivery and artifact development will require collaboration with client executives, client technical POCs, Triple Point staff, and other contractor staff. As partner liaisons, these individuals have the opportunity to attend technology briefs and training, foster partner relationships, develop and administer partner training curricula, and stay abreast of partner developments.

**Required Skills and Experience:**

Candidates must possess demonstrated skills and experience in the following areas to be considered for the positions:

* 2 to 4+ years of technical experience in cybersecurity
* Industry-recognized cybersecurity and/or vendor certifications
* Hands-on experience in one or more of the following areas:
  + Vulnerability management
  + Network and web application penetration testing
  + Cyber threat intelligence and security operations
  + Incident response and digital forensics
  + Security control assessment (SCA)
* Subject area tools and technologies operations and maintenance
* Development and testing proof of concept implementations of security technologies
* Experience and aptitude with conducting unique research/discovery projects
* Client and client-customer relationship development
* Leadership or contribution to development of periodic and one-time deliverables
* Formulation and review client plans and deliverables
* Presentation at briefings with program manager and client on program status and milestones
* Supporting the implementation of comprehensive security controls consistent with risk
* Support the development, testing, implementation, and operations of department and agency continuous diagnostics and mitigation (CDM) solutions

**Education and Certification:**

Bachelor’s degree is required in Cybersecurity, Management, Business, Computer Science, Systems Engineering or other Information Technology discipline (relevant years of experience may be substituted for degree requirements)

**Required:**

U.S. Citizen (Federal client requirement)

**Preferred/Highly Desired:**

* U.S. Active security clearance
* Team management and leadership
* Scripting and basic programming

**About Triple Point Security**

Triple Point Security is a technical cybersecurity consulting firm specializing in securing cutting-edge IT and securing complex IT environments. We are looking to augment and advance your program management background with cloud computing and cloud computing security experience with leading cloud service providers and cloud management and security solutions.

Our professionals possess public sector experience from the Department of Health and Human Services (HHS), Department of Defense (DOD), and Department of Justice (DOJ) and private sector experience in telecommunications, finance, managed service providers, and Internet infrastructure. We combine our technical knowledge with best practices from the public and private sectors and apply them to IT security solutions and services that support our clients in achieving their business and mission objectives.

**Benefit Highlights**

* Immediate vesting for 401(k) company matching contributions
* 100% of premium cost for basic employee coverage: Health, Dental, and Vision
* 100% of premium cost: Basic Life AD&D, Short Term Disability, and Long Term Disability
* Flexible Spending Accounts: Health, Dependent Care, and Mass Transit & Parking
* Tuition & Training Reimbursement
* Paid Time Off plus 10 Paid Holidays
* Performance and referral Bonus
* Flexible work schedule (with client approval)
* Employee Assistance Program
* Call A Doctor Plus Telemedicine Service
* MetLaw Group Legal Services
* Technology resources (HW/SW), online training, and virtual labs